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Acronis Security Posture Management per Microsoft 365 (inclusa in Acronis RMM) consente agli MSP, 
qualunque sia il loro grado di competenza in materia di Cyber Security, di proteggere in modo efficiente i tenant 
Microsoft 365 di più clienti, da una singola console. Inoltre, contribuisce a ridurre il costo del lavoro semplificando 
le complesse attività di gestione della sicurezza e degli utenti anche per i tecnici meno esperti e individuando più 
rischi di sicurezza rispetto ai metodi di verifica tradizionali.

ጷ Security 
Posture Management 
per Microsoft 365
Eroga ai tuoi clienti servizi di gestione del livello di 
sicurezza di Microsoft 365 efficienti e basati sulle 
best practice di settore

ABILITA LA GESTIONE DEGLI UTENTI E DEL 
LIVELLO DI SICUREZZA MULTITENANT

MIGLIORA IL RILEVAMENTO DEI RISCHI, 
INDIVIDUANDO 8-9 NUOVE VULNERABILITÀ 
PER TENANT

DEFINISCI E AGGIUNGI I SERVIZI GESTITI 
PER MICROSOFT 365 AI PRINCIPALI 
CONTRATTI QUADRO

GARANTISCI IL MONITORAGGIO DELLE 
DEVIAZIONI DALLE BASELINE CON RISOLUZIONE 
AUTOMATICA

SEMPLIFICA LE ATTIVITÀ COMPLESSE, 
RENDENDOLE GESTIBILI ANCHE AI TECNICI 
MENO ESPERTI

DIMOSTRA L'EFFICACIA DEL SERVIZIO OFFERTO E 
PROMUOVI LA FIDUCIA DEI CLIENTI CON REPORT 
DI SICUREZZA SOSTENIBILI

Perché agli MSP serve una soluzione specializzata per gestire il livello di sicurezza di Microsoft 365

Se non dispongono di soluzioni specializzate, è quasi impossibile per gli MSP erogare servizi di gestione per 
Microsoft 365. Le funzionalità di Microsoft non sono progettate per gli MSP e mancano di capacità essenziali, 
come la multitenancy; per questo la gestione di più clienti può trasformarsi in una complessa sfida operativa.

Perché agli utenti finali serve uno strumento di terze parti per gestire il livello di sicurezza di Microsoft 365

Il modello di responsabilità condivisa di Microsoft 365 lascia ai clienti la responsabilità delle proprie configurazioni 
di sicurezza, creando spesso delle lacune. Organizzare un team interno che gestisca manualmente queste 
impostazioni è un'operazione costosa, lunga, soggetta a errori e capace di aumentare la vulnerabilità agli attacchi.
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Gestione multitenant di 
Microsoft 365

Gestisci centralmente tutti i tenant 
di Microsoft 365 a livello di MSP 
con la propagazione multitenant 
delle configurazioni e delle policy 
tra i clienti.

Verifiche del livello di sicurezza 
on‑demand

Scansione istantanea dei tenant 
registrati a fronte di baseline definite, 
con analisi dettagliata delle falle di 
sicurezza se richiesto.

Onboarding di utenti Microsoft 365

Configura rapidamente i nuovi 
utenti con le licenze Microsoft 
richieste, i ruoli di amministratore, 
le appartenenze ai gruppi, le 
impostazioni delle caselle di posta 
e altro.

Baseline basate sulle best practice 
per i livelli di sicurezza

Accedi a un insieme di baseline di 
sicurezza predefinite per i tenant 
di Microsoft 365 e gli endpoint 
gestiti da Intune, allineati con le 
best practice.

Monitoraggio continuo del livello 
di sicurezza rispetto alle baseline

Elimina le verifiche ripetitive e offri 
più tranquillità con il rilevamento 
automatico della deviazione delle 
baseline e dei nuovi rischi 24/7.

Disattivazione/rimozione di un 
utente in Microsoft 365

Semplifica il processo di 
disattivazione/rimozione di un utente 
in Microsoft 365, inclusi la revoca della 
sessione, il reset della password, la 
rimozione della licenza, la conversione 
della casella di posta e la conformità 
al blocco per controversie legali.

Modelli di baseline

Crea, personalizza e gestisci modelli 
di baseline riutilizzabili per adattare 
e standardizzare la gestione della 
sicurezza su tutti i tenant dei clienti. 

Correzione automatica e manuale 
dei rischi di sicurezza

Affronta tempestivamente 
i rischi con risoluzione manuale 
(direttamente dalla console Acronis) 
o automatizzata al momento 
del rilevamento.

Integrazione con PSA Acronis 
e di terzi

Integrazione nativa con Acronis PSA 
e con PSA di terze parti. Visita 
l’elenco completo delle integrazioni 
PSA nel catalogo delle applicazioni.

Funzionalità incluse

Dashboard del livello di sicurezza per tenant Gestione delle baseline per cliente

Incluso in Acronis Ultimate 365
Soluzione progettata per gli MSP, Acronis Ultimate 365 garantisce la protezione 7-in-1 totale, multitenant e integrata 
nativamente per Microsoft 365. In un'unica console, la soluzione combina innovative funzionalità di backup, sicurezza 
delle e-mail, sicurezza delle app di collaborazione, archiviazione delle e-mail, gestione del livello di sicurezza, 
formazione sulla sicurezza e sicurezza degli endpoint.
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