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Pour les entreprises multisites Pour l'informatique industrielle Pour les télétravailleurs 
et les travailleurs à domicile

La sauvegarde la plus sûre et la 
restauration la plus rapide pour  
les environnements multisites  
et multigénérationnels :

•	 Arrêtez les malwares et supprimez-
les des données de sauvegarde.

•	 Permettez aux utilisateurs d'être 
maîtres de la restauration.

•	 Réduisez considérablement 
le coût total de possession grâce 
à la consolidation des fournisseurs.

•	 Simplifiez la gestion grâce 
à une interface unique.

•	 Garantissez la restauration 
grâce à l'immutabilité.

Restauration rapide de n'importe 
quel ordinateur sans intervention 
du service informatique : 

•	 Minimisez les interruptions 
d'activité coûteuses dans les 
usines automatisées.

•	 Assurez une restauration rapide et 
fiable de n'importe quel ordinateur. 

•	 Permettez aux utilisateurs lambda 
de conduire une restauration 
sans l'intervention du service 
informatique.

•	 Restauration locale des 
équipements OT, ICS 
et scientifiques.

•	 Compatibilité éprouvée avec les 
fournisseurs de systèmes OT et ICS.

•	 Simplifiez la restauration en libre-
service des ordinateurs sur les sites 
distants et les bureaux à domicile.

•	 Reprenez les opérations beaucoup 
plus rapidement après une panne, 
y compris une infection 
ransomware généralisée.

•	 Protégez les ressources locales 
et distantes grâce une seule 
interface.

Sauvegarde la plus sûre 
et restauration la plus rapide

Renforcez la cyberrésilience 
d'entreprise avec la sauvegarde la 
plus sûre et la restauration la plus 
rapide pour les environnements 
informatiques multisites, 
multigénérationnel et industriels.

Protection contre les 
cybermenaces par l'intelligence 
artificielle et l'apprentissage 
automatique

Protégez proactivement vos 
données, applications, systèmes 
et sauvegardes contre les 
cyberattaques avancées, y compris 
les ransomwares et autres formes 
de malwares.

Surveillance et gestion 
du terminal

Optimisez la protection des terminaux 
avec des fonctionnalités intégrées 
et automatisées de filtrage des 
URL, d'évaluation des vulnérabilités, 
de gestion des correctifs et bien 
plus encore.

Acronis Cyber Protect Local rassemble sauvegardes, restaurations, 
cyberprotection avancée et gestion des terminaux dans une 
solution unique.

Il donne aux organisations un contrôle total sur leurs données dans des environnements ayant une connectivité limitée 
ou soumis à des exigences de souveraineté strictes, tout en respectant les obligations de conformité. Grâce à des 
restaurations rapides et de solides défenses antiransomware, les entreprises minimisent les interruptions d'activité et 
protègent les opérations critiques. Une gestion simplifiée et des restaurations dirigées par l'utilisateur réduisent les 
coûts, renforcent la résilience et permettent de maintenir la productivité des équipes.

Cyberrésilience intégrée pour les 
déploiements de clouds privés 
et hybrides, et les environnements 
informatiques et OT non connectés 
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Trois couches de protection

Proactive
Évaluation des vulnérabilités, 
gestion des correctifs 
et suppression des malwares 
dans les sauvegardes.

Active
Protection continue des données 
en temps réel, basée sur 
l'intelligence artificielle et le ML, 
contre les logiciels malveillants, 
y compris les ransomwares 
et les menaces zero-day. 

Réactive 
Restauration rapide 
des données, restauration après 
sinistre intégrée et restauration 
initiée par l'utilisateur en un seul 
clic, y compris la restauration 
sur système nu.

Fonctionnalités Acronis Cyber Protect 
Standard

Acronis Cyber Protect 
Advanced

Acronis Cyber Protect 
– Backup Advanced

Fonctionnalités de sauvegarde 
de base 
•	 Stockage immuable 

des sauvegardes 

Fonctionnalités de sauvegarde 
avancées
•	 Restauration en un clic 

•	 Évaluation des vulnérabilités 
•	 Détection automatique 

de base et installation d'agent 
à distance

Fonctionnalités essentielles 
d'analyse antimalware 
et de gestion de la sécurité
•	 Gestion des correctifs
•	 Protection antivirus 

et antimalware
•	 Filtrage des URL 
•	 Bureau à distance
•	 Effacement de l'appareil distant
•	 Gestion des antivirus Windows 

Defender et Microsoft Security 
Essentials

Fonctionnalités avancées 
d'analyse antimalware 
et de gestion de la sécurité
•	 Analyse antimalware 

des sauvegardes
•	 Restauration sécurisée 

des sauvegardes
•	 Liste d'autorisation d'entreprise
•	 Sauvegardes riches en 

données d'investigation 
numérique
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Identifier Protéger Détecter Répondre Restaurer

•	 Détection 
automatique des 
nouveaux terminaux 

•	 Évaluation 
des vulnérabilités

•	 Carte de protection 
des données

•	 Installation 
à distance 
des agents 

•	 Sauvegarde 
et protection 
des données 

•	 Gestion unifiée des 
règles de protection

•	 Détection des 
menaces zero-day 
et avancées

•	 Protège contre les 
malwares et les 
exploits 

•	 Contrôle de 
l'intégrité des 
disques durs 

•	 Investigations par 
des sauvegardes 
numériques et 
de connexions 
à distance

•	 Sauvegarde 
et reprise après 
sinistre pré-
intégrées 

•	 Restauration en 
masse en un clic

Favoriser la restauration

Supprimez les goulots d'étranglement 
informatiques, réduisez les interruptions d'activité 
et économisez des ressources en permettant des 
processus de restauration dirigés par l'utilisateur.

Protection contre les cybermenaces

Utilisez l'intelligence artificielle, l'apprentissage 
automatique et l'immutabilité pour protéger les 
données, les applications, les systèmes et les 
sauvegardes contre les cybermenaces avancées, y 
compris les ransomwares et les attaques zero-day.

Diminuez votre coût total de possession.

Prise en charge de plus de 20 ressources sur 
les plates-formes et les versions du système 
d'exploitation pour la consolidation des 
fournisseurs et une protection complète.

Restauration rapide de l'activité industrielle

Réduisez les interruptions d'activité dans les 
industries automatisées grâce à la restauration 
rapide de la technologie opérationnelle et des 
systèmes de contrôle.

Gestion simplifiée

Offrez une vue unifiée de la sauvegarde et de la 
restauration avec un contrôle centralisé et une 
intégration avec des outils tiers.

Restauration universelle d'ordinateur

Assurez une restauration rapide et fiable pour tout 
ordinateur, y compris les systèmes plus anciens, 
avec des options de restauration sur système nu.

Souveraineté des données

Choisissez entre un stockage interne ou 54 centres 
de données mondiaux, dont Acronis, Google Cloud 
et Microsoft Azure.

Protection des employés à distance

Proposez une restauration libre-service aux 
employés à distance et à domicile, permettant 
un redémarrage opérationnel plus rapide sans 
l'intervention de l'équipe informatique.

Protection complète de l'informatique 
industrielle et multisite :

Pour en savoir plus, visitez  
acronis.com

http://www.acronis.com

